Murphy’s Law and What Computer Scientists Can and Must Do About It

Abstract

The rapid adoption of microcontrollers and computer-based systems in today’s control systems comes with many advantages, for example, better fuel utilization for engines and a more efficient power-grid. It also brings with it many risks, for example, the difficulty of demonstrating that software or firmware is correct and the susceptibility to network-based malicious attacks. In this presentation I will introduce details on these risks and some of the related issues and approaches that I believe all engineers must consider when designing and developing these systems.
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